**Surf the web and find four different actual examples of successful intrusion:**

1. One that resulted from human error (e.g., such as giving out a password or downloading a virus)
2. One that resulted from a system configuration error
3. One that resulted from software providing an intrusion opportunity because of a flawed development process
4. One that resulted from a vulnerability in a COTS product

Describe how each of these attacks could have been avoided. Consider changes in policy, configuration management, software development practice, and COTS acquisition practices.